DÜSSELDORF, GERMANY, FUNCTIONS

Cloud Security Architect (d/f/m)

At Henkel, you can build on a strong legacy and leading positions in both industrial and consumer businesses to reimagine and improve life every day. If you love challenging the status quo, join our team of 50,000 pioneers around the globe. Our corporate functions enable the best in our dynamic businesses and in our people to maximize our company's potential. With our leading brands, our cutting-edge technologies, and our disruptive solutions, you will have countless opportunities to explore new paths and develop your skills. Shape your career within our high-performing teams, grow in our diverse and vibrant culture and find a place where you are trusted and simply belong. All to leave your mark for more sustainable growth.

Dare to make an impact?

YOUR ROLE

- Define and enforce security guard rails in provisioning process of new cloud resources in Azure and GCP through appropriate automation (e.g. terraform code) and shift to an immutable security operational model
- Perform tool selection and manage ongoing service for cloud server workload EDR, Kubernetes Security Posture Management, API discovery and Protection tool, malware and serverless function protection in Azure and GCP (CSPM + CWPP)
- Enforce software defined identity-based segmentation for service-to-service communication in Azure and GCP
- Assess Cloud Threat Detection solutions cross cloud environments (SIEM)
- Architect for consistent visibility and control across all workloads

YOUR SKILLS

- Master's degree in cyber security, computer science, or engineering
- 6-8 years of broad professional experience in a similar role
- Demonstrated relevant experience as a key member of a cloud architecture, cloud engineer, application security expert, DevSecOps, or similar role
- Strong knowledge of current web and cloud technologies (especially for Azure and GCP)
- Experience with security analysis on cloud services, server-less and authentication services
- Experience in managing CI/CD pipelines, in automation, scripting and dashboarding
- Relevant security certifications are a plus, e.g. AZ-500, OCSP, CKS, CSSLP or CCSP
- Excellent written, communication and organizational skills
- Ability to create and contribute to architecture reports, briefings, roadmaps, and strategic planning documents
- Fluent English language skills, German language skills would be beneficial

Contract & Job type:
Full Time, Regular

Contact information for application-related questions:
recruitment@henkel.com

Henkel is an equal opportunity employer. We evaluate qualified applicants without regard to gender, origin, culture, mindset, generation, disability, religion, and sexual orientation.